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Avtal for Hantering av Domannamn och SSL-certifikat

Tjanstens Omfattning

VMIIT Services AB ("VMI") atar sig att registrera och férnya domannamn samt SSL-
certifikat at kunden. Detta avsnitt beskriver de allmanna villkoren for dessa
tjanster.

1. Hantering av Domannamn

Domanregistrering och Ombud

VMIIT Services AB("VMI”) fungerar som ombud for registrering och hantering av
domannamn at kunden. VMI atar sig att registrera de domaner som kunden ansdker
om, men kan inte garantera att registreringsansokningar godkanns av relevanta
myndigheter eller registrerare. Vid avslag pa en anstkan debiteras kunden inte for
ansokningsprocessen.

2. Hantering av Namnservrar

2.1. Under abonnemangstiden for andra tjanster som kraver
domannamnsuppslagning kan VMI hantera primar och sekundar namnserver for
kunden om sa 6nskas.

Denna tjadnst ingar normalt inte i huvudtjansten utan debiteras separat.

3. Nyregistrering och Fornyelse

3.1. Vid nyregistrering eller fornyelse avdomaner ar kunden skyldig att félja de
allmanna villkor som galler for respektive domantyp.

3.2. VMI bistar med att sakerstélla att kunden ar informerad om eventuella specifika
krav for olika domaner.

4. Uppsagning och Flytt

4.1. For domaner dar VMI ar betalningsansvarig kravs att uppsagning inkommit
minst 90 dagar fore domanens forfallodatum. Vid utebliven uppsagning fornyas
domanen automatiskt och kostnaden debiteras kunden.
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4.2.Vid flytt av doman till en annan registrar bistar VMI med nédvandig information
och dokumentation. VMl ansvarar dock inte for forseningar eller problem som
uppstar pa grund av andra operatdrer eller registrarer.

Inaktivering vid Utebliven Betalning

5.1. Om betalning foér en doman inte genomfors i tid kan domanen inaktiveras. VMI
ansvarar inte for konsekvenserna av sadan inaktivering.

Ansvarsbegransning for Domaner

6.1. VMl ansvarar for att hantera domanregistreringar och fornyelser i tid, forutsatt
att kunden tillhandahaller korrekt och uppdaterad information.

6.2. Kunden ar sjalv ansvarig for att sakerstalla att domanen anvands i enlighet med
gallande lagar och regler.

Hantering av SSL-certifikat

SSL-certifikatens Syfte

VMl erbjuder SSL-certifikat for att forbattra sakerheten och integriteten for
kundens webbplats genom att kryptera datadverforingar. SSL-certifikat hjalper till
att sakra kommunikationen mellan en server och en anvandares webblasare, vilket
skyddar kanslig information som overfors online.

7.1. Certifikattyper
Beroende pa kundens behov erbjuder VMI féljande typer av SSL-certifikat:

7.1.1.Domain Validated (DV)
7.1.2. Organization Validated (QV)

7.1.3. Extended Validation (EV)
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7.2. Kundens Ansvar for SSL-certifikat

7.2.1. Kunden ansvarar for att tillhandahalla korrekt och uppdaterad information
vid ansdkan om och fornyelse av SSL-certifikat.

7.2.2.Kunden ska regelbundet kontrollera certifikatets status och sakerstalla att
det forblir giltigt och aktivt.

7.2.3.Kunden ansvarar for att implementera ldmpliga sdkerhetsatgéarder for att
skydda de privata nycklarna och certifikatet fran obehdrig atkomst.

7.3. Utfardande och Installation

7.3.1. VMl assisterar med ansokningsprocessen for SSL-certifikat, men det
slutgiltiga godk&dnnandet beror pa certifikatutfardaren.

7.4. VMl kan bistd med installation av SSL-certifikatet p& kundens server mot en
extra kostnad. Det &ar dock kundens ansvar att sakerstalla att certifikatet ar
korrekt installerat och konfigurerat.

7.5. Certifikatets Giltighet och Fornyelse

7.5.1. Varje SSL-certifikat har en specifik giltighetsperiod, och kunden ansvarar
for att halla reda pa certifikatets utgangsdatum och initiera
fornyelseprocessenigod tid.

7.5.2.0m tjansten inkluderar automatisk fornyelse, kommer VMl att meddela
kunden infor varje fornyelse.

7.6. Ansvarsbegransning for SSL-certifikat

7.6.1. VMl &r inte ansvarigt for forluster eller skador som uppstar till féljd av
felaktig anvandning, konfiguration eller hantering av SSL-certifikatet fran
kundens sida.

7.6.2.VMl ansvarar inte for sdkerhetsbrister som uppstar pa grund av faktorer
utanfor SSL-certifikatets omfattning, sdsom serverkonfiguration eller
applikationsfel.



